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Business Continuity Plan Template
	


This is a template for creating a business continuity plan.
Enter details about your business in this template. Consider what actions to take if an incident occurs that affects your ability to operate your business as normal. 
Think about what your priorities are.

Think about things you can do beforehand to reduce the impact on your business. 
Once you have completed this template you will have created a business continuity plan. You should review the information from time to time to make sure that it is still relevant
This template is not exhaustive. You can cherry pick from the plan or insert additional sections as necessary. This template is a guide and once completed, it becomes the responsibility of the you / your business.  
Contact details
Staff
Include the names and contact numbers of all your staff. If an incident occurs (during or outside work hours) you need to be able to inform them, and they may need to take necessary action. Remember to keep this section up to date, detailing when staff leave and join your company.
	Name
	Number
	Action to take

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


Utilities and other useful providers.
Include contact numbers and any other relevant information such as your customer reference number etc.

	Insurance company

	

	Local police station (in an emergency dial 999)
	

	Water company

	

	Gas company

	

	Electricity company


	

	Newham council


	

	Telephone company


	

	Security alarm company


	


Utilities and other useful providers (cont.)
	Name
	Contact details

	Customers

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	Suppliers

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	Landlord

	
	

	Plumber

	
	

	Electrician

	
	

	Security

	
	

	Locksmith

	
	

	Window repair

	
	

	Shutter repair

	
	


	Bank contact details

	
	

	
	

	
	

	
	

	Taxi company

	
	

	
	

	
	

	Van/vehicle hire

	
	

	
	

	
	


Find the following…
Try to find the following devices in your building and make a note of where they are located. Knowing where these devices are located could help you minimise the damage to your property or even prevent an incident from occurring.
	The stopcock to the water supply

	Location and operational details
	Responsible person

	
	


	Electricity circuit board

	Location and operational details
	Responsible person

	
	


	Gas supply

	Location and operational details
	Responsible person

	
	


	Telephone / broadband / data-control unit

	Location and operational details
	Responsible person

	
	


Think about…

Ask yourself the following questions and make a note of the answers in the boxes provided. 

What are your priorities if you loose your electricity supply?
	Think about: The equipment in your building that relies on an electricity supply, would anything be damaged?  Would you be able to access the building if there are no lights?

	


What are your priorities should you lose your water supply?
	Think about: What you use water for? Could you get water from somewhere else? Would your staff be able to work in the building?

	


What are your priorities if you cannot access your building?
	Think about: Where else you could go. Who would you need to tell if you moved location? Are you expecting any deliveries or customers? What equipment/specifications of premises do you need to operate at a different location?

	


Appendix A: Checklist of actions to take immediately after an incident
If an evacuation is needed, tick the following actions..
· Evacuate

· Inform emergency services
· Is everyone accounted for? (employees, visitors and I); possibly co-ordinate this with HR or heads of departments
· Staff list and their contact details (e.g. to allocate actions, to inform them of whether to return to work or to return on the following day etc)
· Contact local authority for advice

· Contact utility companies if needed

· Has everyone who is responsible for the business continuity plan been informed?

· Inform the top of the staff tree of the incident

· Consider the roles of staff and critical / non-critical staff
· Contact insurance company

· Ensure staff have the resources/information to get on with their business continuity responsibilities

· Would a staff information hotline be necessary (usually appropriate for medium to large size organisations)

· Check that all essentials are accessible (see practicalities for a list of essentials)

· Begin media / public relations process (if relevant)

If an evacuation is not needed (i.e. IT failure, loss of utilities etc).
· Is everyone accounted for? (employees, visitors and I); possibly co-ordinate this with HR or heads of departments.
· Inform your staff of incident.
· Staff list and their contact details.
· Inform the staff of how it is being dealt with.
· Inform staff whether they can/cannot leave the building.
· Listen to radio or TV for advice (if relevant).
· Contact emergency services / local authority for advice (if relevant).
· Contact utility companies if needed.
· Has everyone who is responsible for the business continuity plan been informed?

· Inform the top of the staff tree of the incident (if relevant) or those not on company premises.
· Consider the roles of staff and critical / non-critical staff (if relevant).
· Contact insurance company.
· Ensure staff have the resources/information to get on with their business continuity responsibilities.
· Would a staff information hotline be necessary (usually appropriate for medium to large size organisations).
· Begin media / public relations process (if relevant).
Appendix B: Checklist of actions to take after the first hour of an incident 

If you are moving to an alternative site, check and tick the following actions, once it is safe to do so.
· Check business recovery objectives (i.e. priorities for recovery, what needs to be restored etc).
· Contact alternative site / site supplier.

· Check and make arrangements for work area requirements, technology requirements, office equipment, hardware and software, furniture and machinery.
· Vital records inventory: make sure you have all your contacts, important documents and battlebox items (e.g. hi-vis jackets, protective clothing, records, basic equipment, stationery etc).

· Is the phone system working? Can calls be transferred to the new/temporary work site?

· Test other utilities at the new site to see if they are working.

· Switch off dangerous utilities at the old site if applicable to the situation (if not possible, contact utility supplier).

· Look at your existing inventory to check what you have remaining and what you need.
· Contact vendors (if needed).

· Check that everyone on the telephone tree has been contacted.

· Set up a personnel advice line (if organisation large enough).

· Start or continue your PR process: check which customers/suppliers you had appointments with today and tomorrow and contact them to inform them of your situation; reassure them that everything is under control, that your business continuity plan has been put into action, that there may be a delay, but that everything will be fully operational by a given date.
· Continue talking to your staff, reassure them that your business continuity plan has been put into action and that some of them need to proceed as previously agreed.
· Keep an eye on the radio or TV for advice.
If you are staying in your premises, check and tick the following actions.
· Check business recovery objectives (i.e. priorities for recovery, what needs to be restored etc).
· Vital records inventory: make sure you have all your contacts, important documents and battlebox items (e.g. hi-vis jackets, protective clothing, records, basic equipment, stationery etc).

· Is the phone system working?

· Test other utilities to see if they are working – if you suspect damage, contact your respective utilities companies. Turn off gas immediately if you suspect leakage.

· Are IT systems working? (If relevant.)

· Look at your existing inventory to check what you have remaining and what you need.
· Contact vendors (if relevant).
· Check that everyone on the telephone tree has been contacted and is aware of what is happening.

· Set up a personnel advice line (if organisation large enough).
· Start or continue your PR process: check which customers/suppliers you had appointments with today and tomorrow and contact them to inform them of your situation; reassure them that everything is under control, that your business continuity plan has been put into action, that there may be a delay, but that everything will be fully operational by a given date.

· Continue talking to your staff: reassure your employees that your business continuity plan has been put into action and that some of them need to proceed as previously agreed.
· Keep an eye on the radio or TV for advice.
Threat matrix
Fill in this table before completing the business continuity plan. This will help you to identify priorities.
	Type of threat
	Likelihood
Very high – very likely to occur

High – likely to occur

Medium – might occur

Low – unlikely to occur
	Impact on business
Very high – catastrophic impact on business, unable to operate
High – large impact on business, some business activities can continue to operate
Medium – some impact on business, most business activities can continue to operate. 
Low – minor impact on business, can cope with little action needed
	Preventive measures
E.g. Electrical safety checks, compliance with Fire Safety Orders, staff trained, backed-up data, alternative telephone lines, ability for staff to work from home, backup suppliers, copy of essential documentation stored offsite

	Fire
	
	
	

	Power failure
	
	
	

	Gas failure
	
	
	

	Water failure
	
	
	

	Flood
	
	
	

	Bomb
	
	
	

	Lost data
	
	
	

	Telecomms failure
	
	
	

	Terrorist attack
	
	
	

	Industrial action
	
	
	

	Transport disruption
	
	
	

	School/childcare closures
	
	
	

	Supply chain disruption
	
	
	

	Access denial e.g. police scene of crime cordon.
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